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Case Study: Securing Compute Infrastructure 
with WAF and Limited Deployment 
In this case study we explore how TD SYNNEX helps a government-funded health and science consortium partner enhance the secu-

 

The Problem: 

The organization faced two key challenges:    

The Solution:
Web Application Firewall (WAF)

• 

• -

• Regular Updates: The WAF rules are regularly updated to stay current with emerging threats

Limited Deployment

• 

• -

Monitoring and Incident Response

• -

• 
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How AWS Solutions Were Leveraged:  

AWS WAF was used to create a Web ACL with managed rules protecting an Application Load Balancer.

AWS CodeCommit, EC2 Autoscaling, and S3 storage were used to create a limited deployment strategy.

AWS CloudTrail, CloudWatch, Trusted Advisor, Security Hub, Guard Duty, and Amazon Cognito were used to secure and monitor the 
cloud infrastructure.

Third Party Tools Used:  

CloudCheckr, Automox, Crowdstrike, AppDynamics, Ansible Tower, and Zendesk Support. 

The Outcome:  
• 

• 

• 

Conclusion or Lessons Learned:   

-

About TD SYNNEX Public Sector   

TD SYNNEX Public Sector is the premier government solutions aggregator that specializes in understanding the IT needs and solving 
the challenges of the federal, state, local and education markets.
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