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THREAT 
INTELLIGENCE FEEDS

Well-Fed Intelligence from          
Bambenek Consulting Ltd.

Sinkhole IP Feed
A manually-curated list of over 1,500 known sinkholes.  

The feed is used to capture traffic headed toward 

criminal destinations.  Catch traffic headed toward 

them, and you know you have an infected machine.
DGA Feed

A self-curating feed that monitors malicious 

networks to observe current criminal activity. All 

domains are actionable.  Live data of between 

750 and 1,500 domains.  which are used by 65 

malware families and nearly 1 million domains.  

Limited to current relevance.  High-confidence 

data, extremely low false-positives.

DATA YOU CAN TRUST
Since their public release in 2013, over 2,000 organizations spanning 140+ countries have 

come to rely on these feeds in their security protocols and products.  Both feeds are integrated 

with most threat intelligence platforms. 

GAIN ACCESS
Get a quote and subscribe: sales@bambenekconsulting.com  

STAY CURRENT ON 
ATTACKER STRATEGIES

MaldomainML
A feed based on proprietary machine learning and 

analytic methods of DNS telemetry developed in 

Bambenek Labs. Identifies malware and phishing 

hostnames used primarily for criminal purposes. Data 

is extremely safe to use to proactively protect networks.


